") RingStor Install RingStor Vault

RingStor Vault Components

Cloud End Point
- manage configuration for RingStor
- must be installed first
- Master community is created after installation
- Only one Cloud End Point shall be installed

Cloud Indexer
- process backup index
- Only one Cloud Indexer shall be installed

DataServer

- one ore more to process backup and restore
- At lease one must be installed, more can be added if needed
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") RingStor Install RingStor Vault

RingStor Vault Components

RingStor Explorer
- A graphic user interface to manage configuration for RingStor
- can be installed by any user

Index Storage
- Storage device for backup index
- Only one Index Storage device is need

MountPath

- Storage device for backup data
- At lease one must be added, more can be added if needed
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RingStor

System Requirements:
Cloud End Point

- Windows operating system, server or PC

- .Net framework 3.5

- Microsoft SQL or SQL Express 2008 or newer, local or remote

- minimum 2GB memory available for Cloud End Point

- hard drive free space is at least 10% of total space with minimum 10GB
- Windows service account with Log On As Service permission

Cloud Indexer

- Windows operating system, server or PC

- . Net framework 3.5

- minimum 2GB memory available for Cloud End Point

- hard drive free space is at least 10% of total space with minimum 10GB
- Windows service account with Log On As Service permission

DataServer

- Windows operating system, server or PC

- . Net framework 3.5

- minimum 4GB memory available for Cloud End Point

- hard drive free space is at least 10% of total space with minimum 20GB
- Windows service account with Log On As Service permission
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RingStor

System Requirements:
RingStor Explorer

- Windows operating system, server or PC

- .Net framework 3.5
- minimum 1GB memory available

Index Storage

- An UNC path

- free space required depends on RingStor Vault clients and backups
- Service account from Cloud End Point, Cloud Indexer and DataServer must have full access

MountPath

- One or more MountPath can be configured

- MountPath is an UNC path

- free space required depends on RingStor Vault clients and backups

- Service account from Cloud End Point and DataServer must have full access
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RingStor Vault

Installation Steps

1. Install Cloud End Point

2. Install Cloud Indexer

3. Install DataServer to the Vault

4. Install RingStor Explorer to manage RingStor Vault

5. Complete final configuration
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.Net Framework

Install .Net Framework 3.5 on Windows Server

From Server Manager, click Add roles and features

B e N

« Dashboard & Manage  Tools

i Dashboard

B Local Server

ii All Servers

WELCOME TO SERVER MANAGER

o Configure this local server

ii File and Storage Services b

e us
Add roles and featu = ——— e 1=
& Ak il Add Roles and Features Wizard [-[= ]
3 Add other servers to mar
L . " DESTINATION SERVER
WHAT'S NEW ] Select features pi

| A, The destination server has a pending restart. We recommend that you restart the destination server before either installing o... X

Select one or more features to install on the selected server,

Features Description

[ e amee
{4 IO NET Fmewbrk 3.5 Falure) (1 of 3 installed) P power of the .NET Framework 20
A GNET Framework 3.5 {inclu £ Ah APls with new technologies for
[[] HTTP Activation building applications that offer
] Non-HTTP Activation — appealing user interfaces, protect
your customers’ personal identity
[®] NET Framework 4.5 Features (3 of 7 installed) information, enable seamless and
b [] Background Intelligent Transfer Service (BITS) secure communication, and provide
[ BitLocker Drive Encryption the ability to model a range of
& business processes.
[ BitLocker Netwark Unlock
[ BranchCache
[ Client for NFS
[ Data Center Bridging
] Direct Piay
[ Enhanced Storage

LEARM MORE

<| m il >
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RingStor .Net Framework

Install .Net Framework 3.5 on Windows PC

Open Program and Features, start from Turn Windows features on or off:

[l Windows Features — O ot

Turn Windows features on or off ®

To turn a feature on, select its check box. To turn a feature off, clear its
check box. A filled box means that only part of the feature is turned on,

EI|E| NET Framework 3.5 I:.i.ﬂc.[UdIEE NET 2.0 and .3.4.}'.1 . -
i [m] MET Framework 4.8 Advanced Services

Active Directory Lightweight Directory Services

Containers

Data Center Bridging

Device Lockdown

Guarded Host

Hyper-¥

Internet Explorer 11

Internet Information Services

[+

[+

[+
Lm0 DL

Internet Information Services Hostable Web Core
w1 | lenarv Cnmpnnents )
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RingStor SQL Server

Install Microsoft SQL or SQL Express 2008 or later

SQL Server authentication must be enabled

TCP/IP protocols must be enabled

Make a note of port used in TCP/IP

[Protocol IP Addresses |
ERT E
= —— Active Yes
@ Sql Server Configuration Man Enabled Mo
File Action VWiew Help IP Address 10110595 4
5 TCP Dynamic Ports
> | K
a5 |E=H TCP Port 1433
@ SQL Server Configuration Manager (Local) Protocel Mame Status = 1pa
d ;Q:: ger\rer ;emcesk s . % Shared Memory  Enabled J:m:j! 3 ‘:5
nable o
’ 'EE: P e:wﬂssszsllzg;h:gm ¥ Nomeddipes  Deabd 1P Address 11
@ TCP/TP Enabled .
Ef' Protocols for SQLEXPRESS WA A B b m TCP Dynamic Ports
& 8 5QL Native Client 10.0 Configuration T TCP Port 1433 Al
= 1pall
TCP Dynamic Parts E
¥l i | ¢ TCP Port 1433 A
=
TCP Port
TCP port

ok || cancd || aco |
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RingStor Service Account

Windows service account with Log On As Service permission

Open Local Security Policies window from Administrative Tools -> Local Security
Policies.

Expand Local Policies -> User Rights Assignment, find policy “Log On As Service” in
right pane.

Open and verify or add chosen server account user to this policy group.
[T Focal Secunity Poiicy [ = [ s |

File. &ction View Help
o5 | 2EXE = H=

i Security Settings Policy Security Settin
o Account Policies

Pl g Increase a process working set Users
‘-8 ?c;\ ;:EI;IEIS, ‘s Increase scheduling pricrity Administrator:
L Vil | Load and unload device drivers Administrators

_ 4, User Rights Assignment

b [ Security Dptions i) Lock pages in memony

& | Windows Firewall with Advanced Seci _‘ Log i &= batChJDb S0l servesNH
|| Metwork List Manager Policies '“'-”_ OR 35 8 Service e —
| Public Key Policies i) Manage auditing and security log Administrators =

[+ || Software Restriction Policies 1 Modify an object label

B @ IP Security Policies on Local Compute|| 24 Modify firmware environment values Adrninistrators

| Perform valume maintenance tasks Administrators

4| s I 3 ‘ |n = His = _!. o 'r

-
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Cloud End Point

Install Cloud End Point

Step 1 - Start Installation
Step 2 - License Agreement

Step 3 — Specify Installation Root Folder

Step 4 — Menu and Shortcut (&1 Setup - RingStor Cloud End Point 45.1 S
Cloud End Point Configuration |
Step 5 - Cloud End POlnt hostname Verify Cloud End Point's hostname and provide port number for service, @
Po———
and port
Host Mame: rswin?
The host name will be pre-filled with current Pt [3000

computer’s hostname or IP. If an IP is provided,
the computer must be configured with static IP.

The port is default to 9000, you may change the

port.
If the network has a firewall, port must be added [ oSt
to the firewall to allow both incoming and f ladiontze] [ucancy

outgoing connection
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RingStor Cloud End Point

r =—y
%] Setup - RingStor Cloud End Point 451 l | = | ﬁ

Create doud administrator account

I n Sta I I C I 0 u d E n d POi nt Cloud End Point Configuration E

Ste p 6 - Set u p CI 0 u d Ad m i n iSt rato r Provide username and password for doud administrator account

This user is administrator for Master community || fnsetrtsemane: iy

Administrator Password: | seesess

WhiCh Wi” be Created at end Of insta”ation. Confirm Password: LIITITT] I

Note: This doud administrator account is used to install other components into the doud,
manage all backup agents and schedules in the doud, etc.

Step 7 — Specify Database Repository

RingStor

SQL Server — host name of the computer where ) )
SQL server is running [ %mtm—l T
TCP Port — TCP port for the SQL service (see it T .a
p rere q u iS ite S) Provide SOL Server settings to create database. =
SQL Username — SQL server user account, this | sosener [
account must have permission to create database | .~ “ .
SQL Password — password for the user account | e
above

Ringstor

| < Back H Next = l| Cancel
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RingStor Cloud End Point

Install Cloud End Point

Step 8 — Setup Cloud End Point Service

The user is Windows service account
setup in prerequisites.

~

#1 Setup - RingStor Cloud End Point 4.5.1 .

-
(eSS
Cloud End Point Configuration i i |
[r——

Spedfy user account information for Cloud End Point service.

This service account must have full access
tO index Storage and a” MOUﬂtPathS that lI;ncz?er?r'ut: Service account must have read and write permissions to the doud index
are configured in last step of RingStor Kot eslowi

Vault installation. s semame, or domenlusermans

Password: [TTTEYTT N ]

Confirm Password: essesssess

User must have Log On As Service permigsion in Local Security Policy.

RingStor

Mext = ] l Cancel

(% — —
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RingStor

Cloud Indexer

Install Cloud Indexer

Step 1 - Start Installation

Step 2 - License Agreement

Step 3 — Specify Installation Root Folder
Step 4 — Menu and Shortcut

Step 5 - Provide Cloud info and administrator
credentials

Cloud info and administrator are set during Cloud
End Point installation.

Step 6 — Setup Cloud Indexer Service

This service account must have full access to index |

storage.

r
% Setup - RingStor Cloud Indexer 45.1 l -

Cloud Indexer Configuration
Configure Cloud Indexer for RingStor

e i

Cloud End Paint
Cloud Hostriame: |rswin?

| coudport: o000
Cloud Administrator Account I
User: \rsadmin
Password: sensnne

RingStor
Next = Cancel
A _—

-
% Setup - RingStor Cloud Indexer 45.1 l

Cloud Indexer Configuration
Spedfy user account information for Cloud Indexer service.

.

A—ct
Service account must have read and write permissions to the doud index path provided in
previous screen.

Arsdemo "

ex.: . \username, or domainlusername |

I Account;

Password: sassessnse

Confirm Password: ssssessses

User must have Log On As Service permission in Local Security Policy.

RingStor i

% — —
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DataServer

Install DataServer

Step 1 _ Sta rt |nSta”ati0n #.1 Setup - RingStor DataServer 4.5.1 l I.'='| ; ﬂ

DataServer Configuration |
. Verify DataServer's hostname and provide port number for service, @

Step 2 - License Agreement ———

Step 3 — Specify Installation Root Folder
Port: 9090

Step 4 — Menu and Shortcut

Step 5 - DataServer hostname and port

. . . RingStar
The host name will be pre-filled with current o> ] et ]|

computer’s hostname or IP. If an IP is provided,
the computer must be configured with static IP.

The port is default to 9090, you may change the
port
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RingStor DataServer

e

%1 Setup - RingStor DataServer 4.5.1

[ o ot
Install DataServer Coprs DS b At g %_|

Cloud End Point

Step 6 - Provide Cloud End Point info Coud Hostnane: | rswin?

Cloud Port; 5000

DataServer must connect to the existing Cloud

Cloud/Community Administrator Account

End Point and register itself to become part of :ﬁd “d

RingStor Vault, make sure Cloud End Point is m:ec:o:;;mum:mn'fm:gﬁwusedfor-mmu,m DataServer s dediated fo
online and provide Cloud End Point settings in this

step. <oack ] [(ert> | [ cancdl |

-
&1 Setup - RingStor DataServer 4.5.1

|;T|-_|&IJ
Step 7 - Provide Cloud End Point info DataServer Configuration _@

Specify user account information for DataServer service,

Service account must have read and write permissions to both doud index path from Cloud
Indexer installation and MountPaths.

This service account must have full access to index | o o
storage and all MountPaths that are configured in e
|ast Step Of Ringstor Vault insta“ation. I Confirm Password: | ssssssssss|

[l User must hawve Log On As Service permission in Local Security Policy.

§| RingStor

< Back H Next > l| Cancel

(% — 4
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Explorer

Install RingStor Explorer

RingStor Explorer is a graphic user interface to
manage RingStor

RingStor Explorer can be used by any RingStor
user

RingStor Explorer can be installed on any
Windows operating system
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RingStor Final Configuration

Properties - RingStor Vault X

General Mail Server Notifications  Cloud Index Path

Final Configuration

Connection Type: [LINE Path

Shared Folder: |Wrswin10\RingStorindex

Configure Cloud Index Path

Log into RingStor Explorer as Cloud

admInIStrator AlUniversal Maming Convention (UNC) string is used to
spe_cifythe location of resources such as shared files or

From tOp menu, Open System -> Settings -> devices. ex. \servernamelpath

CIOUd |ndeX Path The senvice account for all cloud components, Cloud End

Point, all DataServers and Cloud Indexer must have
readiwrite permissions to this UNC path.

Set an UNC path as Cloud Index Path

Close

Add New MountPath *

Select a Community

Add MountPath Master Community v

Select a MountPath Pool

Log into RingStor Explorer as Cloud administrator it 2
From top menu, open Storage -> Add New MountPath L e
communities

Set an UNC path as MountPath

Select Master Community and Primary MountPath Pool for this
MountPath

Pwg

Mote that the Next button is disabled until you select a MountPath

Back Mext Cancel
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